What are your organization’s most important
goals specific to network security monitoring?
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Identifying suspicious
behavior or breaches
is the #1 network
monitoring goal of the
majority of IT pros.
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Automating remediation

Identifying suspicious
behavior or breach

29%

Receiving real-time security alerts

What factors make network security monitoring
challenging for your organization?

etwork Security pros

struggle almost equally

Malware volume and sophistication 250/0

Where will you be increasing your network security
monitoring investments in the next 12 to 24 months?

Network Security monitoring
is the #1 investment priority
for 3 out of 4 professionals.
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New network security monitoring technology
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IT staff training Additional IT security staff
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Respondent Profile

ORGANIZATION SIZE (employees)

JOBTITLE 20,000+

10,000-19,999 [ek);
10%

Clevel 1.000-9,999
15% 500-999

SVP/VP 50%

Manager 250-499

25%

Director

INDUSTRY
25%

Education Retail Healthcare Government Financial Manufacturing Other
Services

3) Whatever the latest trends in IT, Connection is ready to solve your toughest challenges.
Visit www.connection.com/SoftwarePractice for the full story.

IDG March 1, 2017 TechPulse poll. Base = 106 IT decision makers.
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